



	Policy 6 – Securing Personal Information

6.1  We are committed to ensuring the security of owner’s and resident’s personal information in order to protect it from unauthorized access, collection, use, disclosure, copying, modification or disposal or similar risks. 

6.2  The following security measures will be followed to ensure that owner or resident personal information is appropriately protected: 

[Fill in security measures that apply to your organization.  Examples may include: 
· locked filing cabinets; 
· physically securing offices where personal information is held; 
· a policy that strata councillors have a private email address which is not shared with others (i.e. other residents of their household, their workplace or other non-council members);

· the use of user IDs, passwords, encryption, firewalls; 
· restricting access to personal information as appropriate (i.e., only those that need to know will have access; 
· contractually requiring any service providers to provide comparable security measures].
6.3  [If applicable: Video camera recorder and electronic key fob system hardware and data are located (Fill in location and other details such as: in a locked room, with limited and controlled access).]
6.4  We will use appropriate security measures when destroying owner’s or resident’s personal information such as [Fill in destruction methods your organization employs. Examples may include: shredding documents, deleting electronically stored information]. 

6.5  We will continually review and update our security policies and controls as technology changes to ensure ongoing personal information security. 

Policy 7 – Providing Owners and Residents Access to Personal Information

 7.1  Owners and residents have a right to access their personal information, subject to limited exceptions. 

[OPTIONAL ADDITION:  Fill in exceptions to access that might apply. A full listing of the exceptions to access can be found in section 23 of PIPA.  Some examples include: solicitor-client privilege, disclosure would reveal personal information about another individual, health and safety concerns]
7.2  A request to access personal information must be made in writing and provide sufficient detail to identify the personal information being sought.  [IF APPLICABLE:  A request to access personal information should be forwarded to the Privacy Officer [or designated individual] 

7.3  Upon request, we will also tell owners and residents how we use their personal information and to whom it has been disclosed if applicable. 

7.4  Except as otherwise provided for in the Strata Property Act, we will make the requested information available within 30 business days, or provide written notice of an extension where additional time is required to fulfill the request. 

7.5  Except as otherwise provided for in the Strata Property Act, a minimal fee may be charged for providing access to personal information.  Where a fee may apply, we will inform the owner or resident of the cost and request further direction from the owner or resident on whether or not we should proceed with the request. 

7.6  If a request is refused in full or in part, we will notify the owner or resident in writing, providing the reasons for refusal and the recourse available to the owner or resident. 

[OPTIONAL: you may use this section if your strata has video surveillance and/or an electronic fob access system authorized in the bylaws of the strata corporation.]
Policy 8 – Authorization and Locations of Video Surveillance Cameras and Electronic Key Fob Access System

      8.1  There are currently [Fill in the number of cameras] CCTV cameras in operation in the public areas of the [fill in description such as lobby, parking areas]: 
· list locations

8.2  Video surveillance cameras are authorized by the Strata Corporation's Bylaw [fill in the bylaw number]. [Check bylaws for wording such as: The owners authorize the Strata Corporation to make changes and/or add to the video surveillance system as the strata council deems necessary to meet the objectives of safety and security and protection of common property and common assets; and will promptly inform owners of any changes made, as per the bylaws.]
8.3  Doors enabled with an electronic key fob access system are authorized by the Strata Corporation's Bylaw [fill in the bylaw number] and listed therein. [Check bylaws for wording such as: The owners authorize the Strata Corporation to make changes and/or add to the electronic key fob access system as the strata council deems necessary to meet the objectives of safety and security and protection of common property and common assets; and will promptly inform owners of any changes made, as per the bylaws.]
Policy 9 – Questions and Complaints:  The Role of the Privacy Officer or designated individual

9.1  The Privacy Officer or designated individual is responsible for ensuring Strata Plan ______’s compliance with this policy and the Personal Information Protection Act. 

9.2  Owner and residents should direct any complaints, concerns or questions regarding Strata Plan ______’s compliance in writing to the Privacy Officer. If the Privacy Officer is unable to resolve the concern, the owner or resident may also write to the Information and Privacy Commissioner of British Columbia. 

Contact information for Strata Plan ______’s Privacy Officer or designated individual:

Insert Contact Information

[Example: The secretary of the strata council is the Privacy Officer and may be reached at: (Fill in method such as an email address, phone number, mailing address, by delivery to a specified location.)]




